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Check out CU'’s online security training courses.
Read more [s]

(PR

gln Phishing Scams

ontinue to be a top reason for incidents and breaches in the educational

g:aocm: Ezrr]1I o%rqld(?rq rl)pl %Fntge(sjcgrr?srp nge%rom a fake and malicious web link to a
dugrive aiCRREARRIB RIS HuR@duaiversity leader or department.

Read more [7]
Learn about tactics and red flags 11 to look for when receiving an unusual or unexpected

message.
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Keep Your Family Secure Online

Kids are especially vulnerable to cybercrime. Teach them good security behaviors.
Read more [g]

Custom text

Top 5 Policies and Standards to Know

IT Security Program (g
Serves as the core for the university's information security activities and provides general guidance
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Systemwide High Impact Security Standards 4
Security standards and requirements for protecting highly confidential information when processed,
stored, or transmitted.
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