The System Administration Office of Information Security offers many services to help ensure the privacy and proper handling of CU technologies and data.

The following are provided by OIS, in support of the University’s academic mission and the strategic vision of each campus:

## Tools

- Certificate Administration
- Data Loss Prevention
- Multi-factor Authentication
- Penetration Testing
- Security Information and Event Management
- Antivirus Software
- Phishing Simulation and Education
- Vulnerability Scanning

## Services

- Evaluation of IT services
- Security Awareness and Training
- Phishing Assessment
- Risk Management
- Data Governance
- eDiscovery, Legal Holds and Open Records Requests
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