
Hardening a computer involves 
several steps to form “layers” of 
protection. 

Using antivirus and antispyware 
protection, regularly downloading  
the latest manufacturers patches, 
and disabling unneeded software 
and applications leads to safer,  
more secure computers which  
are harder to break into.

For guidelines and tips on 
defense in depth, see: 

http://oit.colorado.edu/it-security/security-awareness


